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นโยบายและระเบียบปฏบิัติการคุ้มครองข้อมูลส่วนบุคคล  

    (General Data Protection Regulation : policy) 

       บริษัท บี จิสติกส์ จำกัด (มหาชน) 
บันทึกการแก้ไข 

คร้ังท่ี วันที ่ รายละเอียดการแก้ไข เหตุผล อนุมัติโดย 

01 28/02/2568 เพิ่มการทบทวนนโยบาย เพื่อทบทวนและปรับปรุงให้สอดคล้องกับ
หลักการกำกับดูแลกิจการที่ดสีำหรับ
บริษัทจดทะเบยีน ปี 2560 
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1. บทนำ  
บริษัท บ ีจิสติกส ์จำกัด (มหาชน) ตระหนักถึงความสำคัญของการคุ้มครองข้อมูลส่วนบุคคล (Data Privacy) ที่

ควรได้รับการคุ้มครองทั้งของ ลกูค้า คู่ค้า ผู้มาติดต่องาน พนกังาน หรือผู้เกี่ยวข้องในธุรกิจของบริษัทฯ โดยบริษัทฯ จะ
ปฏิบัติต่อข้อมูลส่วนบุคคลของทุกท่านในการเก็บรวบรวม ใช้ หรือเปิดเผย ด้วยความเคารพในสิทธิของเจ้าของข้อมูล
ภายใต้สัญญา ข้อตกลงและกฎหมายที่เก่ียวข้อง  

บริษัทฯ จึงได้กำหนดนโยบายและแนวทางในการปฏิบัติในการคุ้มครองข้อมูลส่วนบุคคล โดยยึดแนวทางการ
ปฏิบัติตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 เป็นหลัก รวมถึงประกาศต่อสาธารณชนเพื่อให้เจ้าของ
ข้อมูลส่วนบุคคลทุกท่านเชื่อมั่นว่าบริษัทฯ จะดูแลรักษาข้อมูลส่วนบุคคลของเจ้าของข้อมูล และจัดให้มีมาตรการรักษา
ความมั่นคงปลอดภัยที่เหมาะสม  

ทั้งนี้ บริษัทฯ ถือว่าข้อมูลส่วนบุคคลที่เก็บรวบรวมไว้เป็นทรัพย์สิน ผู้ละเมิดจะต้องได้รับโทษตามบทกำหนดโทษ
ที่ระบุไว้  

2. วัตถุประสงค์  
ด้วยความก้าวหนา้ของเทคโนโลยีสารสนเทศ รวมถึงระบบการสื่อสารได้พฒันาไปอย่างรวดเร็ว ทำให้การเข้าถึง 

การเก็บรวบรวม การใช้ และการเปิดเผยข้อมูลส่วนบุคคล สามารถทำได้โดยง่าย สะดวก และรวดเร็ว อันอาจนำมาซึ่ง
ความเสียหายต่อเจ้าของข้อมูล  

บริษัทฯ ได้ตระหนักถึงความสำคัญของการคุ้มครองข้อมูลส่วนบุคคล (Data Privacy) จงึได้กำหนดนโยบายและ
แนวทางในการปฏบิัติในการคุ้มครองข้อมูลส่วนบุคคลเพื่อเป็นหลักในการคุ้มครองข้อมูลส่วนบคุคลเพื่อให้ข้อมูลส่วนบุคคล
ของลูกค้า คู่ค้า ผู้มาติดต่อ พนกังาน หรือผู้เกี่ยวข้องในธุรกิจของบริษัทฯ ได้รบัการเก็บรวบรวม ใช้ รักษาอย่างปลอดภัย 
และใช้งานตามวัตถุประสงค์ตามนโยบายที่บริษัทฯ  กำหนดและเพื่อให้เป็นไปตามพระราชบญัญัติคุ้มครองข้อมูลส่วน
บุคคล พ.ศ. 2562   

3. คำจำกัดความ  
“บริษัทฯ” หมายถึง บริษัท บี จิสติกส์ จำกัด (มหาชน)  
“บุคคล” หมายถึง บุคคลธรรมดา  
“ข้อมูลส่วนบุคคล” หมายถึง ข้อมูลเก่ียวกับบุคคลซึ่งทำให้สามารถระบุตัวบุคคลนั้นได้ ไม่ว่าทางตรงหรือทางอ้อม 

แต่ไม่รวมถึงข้อมูลของผู้ถึงแก่กรรมโดยเฉพาะ เช่น  
(1) ชื่อ-นามสกุล  
(2) ชื่อเล่น 
(3) เลขต่างๆ ที่ระบุต่อได้ถึงตัวบุคคล ได้แก่ เลขบัตรประจำตัวประชาชน เลขหนังสือเดินทาง  เลขบัตร

ประกันสังคม เลขใบอนุญาตขับขี่ เลขประจำตัวผู้เสียภาษี เลขบัญชีธนาคาร เลขบัตรเครดิต  
(4) ที่อยู่ อีเมล และเบอร์โทรศัพท์  
(5) ข้อมูลอุปกรณ์หรือเครื่องมือ เช่น IP Address, Mac Address, Cookie ID เป็นต้น  
(6) ข้อมูลระบุทรัพย์สินของบุคคล เช่น ทะเบียนรถยนต์ โฉนดที่ดิน เป็นต้น  
(7) ข้อมูลที่สามารถเชื่อมโยงไปถึงตัวบุคคลได้ เช่น วันเกิดและสถานที่เกิด เชื้อชาติ สัญชาติ น้ำหนัก ส่วนสูง 

ข้อมูลตำแหน่งที่อยู่ ข้อมูลทางการเงิน ข้อมูลทางการแพทย์ ข้อมูลการศึกษา และข้อมูลการจ้างงาน ประวัติ
ประสบการณ์การทำงานกับองค์กรต่างๆ เป็นต้น  
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(8) ข้อมูลทางชีวมิติ (Biometric) เช่น รูปภาพใบหน้า ลายนิ้วมือ ฟิล์มเอกซเรย์ ข้อมูลสแกน ม่านตา ข้อมูลอัต

ลักษณ์เสียง ข้อมูลพันธุกรรม เป็นต้น  
(9) ข้อมูลการประเมินผลการปฏิบัติงานหรือความเห็นของนายจ้างต่อการทำงานของลูกจ้าง  
(10) ข้อมูลบันทึกต่างๆ ที่ใช้ติดตามตรวจสอบกิจกรรมต่างๆ ของบุคคล เช่น ข้อมูลจราจรคอมพิวเตอร์  (Log 

file) เป็นต้น  
(11) ข้อมูลที่สามารถใช้ในการค้นหาข้อมูลส่วนบุคคลอื่นๆ ในอินเทอร์เน็ต  
“ข้อมูลส่วนบุคคลอ่อนไหว” หมายถึง ข้อมูลที่เป็นเร่ืองส่วนบุคคล แต่มีความละเอียดอ่อนและอาจจะสุ่มเสี่ยง

ในการเลือกปฏิบัติอย่างไม่เป็นธรรม เช่น  
(1) เชื้อชาติ เผ่าพันธุ์ 
(2) ความคิดเห็นทางการเมือง  
(3) ความเชื่อในลัทธิ ศาสนา หรือปรัชญา 
(4) พฤติกรรมทางเพศ  
(5) ประวัติอาชญากรรม  
(6) ข้อมูลสุขภาพ หรือความพิการ  
(7) ข้อมูลสหภาพแรงงาน  
(8) ข้อมูลพันธุกรรม  
(9) ข้อมูลชีวภาพ  
(10) หรือข้อมูลอ่ืนใด ซึ่งกระทบต่อเจ้าของข้อมูลส่วนบุคคลในทำนองเดียวกันตามที่คณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคลประกาศกำหนด  

“เจ้าของข้อมูลส่วนบุคคล” หมายถึง บุคคลซึ่งเป็นเจ้าของข้อมูลส่วนบุคคลนั้น โดยเจ้าของข้อมูลส่วนบุคคลนี้
จะหมายถึง “บุคคลธรรมดา” เท่านั้น และไม่รวมถึง “นิติบุคคล” ที่จัดตั้งขึ้นตามกฎหมาย เช่น บริษัทฯ สมาคม มูลนิธิ 
หรือองค์กรอ่ืนใด   

“ผู้ควบคุมข้อมูลส่วนบุคคล” หมายถึง บริษัทฯ หรือ ประธานกรรมการบริหาร หรือประธานเจ้าหน้าที่บริหาร 
หรือ ผู้ได้รับมอบอำนาจ หรือ ผู้ได้รับมอบหมาย ให้มีอำนาจหน้าที่ตัดสินใจเก็บ รวบรวม ใช้ หรือ เปิดเผยข้อมูลส่วนบุคคล 

“ผู้ประมวลผลข้อมูลส่วนบุคคล” หมายถึง พนักงานระดับบริหาร หรือ ผู้ได้รับมอบอำนาจ หรือ ผู้ได้รับ
มอบหมาย ให้เป็นผู้เก็บรวบรวม ใช้ หรือ เปิดเผยข้อมูลตามคำสั่งหรือในนามของบริษัทฯ ทั้งนี้ ผู้ประมวลผลข้อมูลส่วน
บุคคลซึ่งดำเนินการดังกล่าวต้องไม่เป็นผู้ควบคุมข้อมูลส่วนบุคคล  

“ผู้ประมวลผลภายใน” หมายถึง พนักงานที่บริษัทฯ มอบหมายให้เป็นผู้ เก็บรวบรวม ใช้ หรือ เปิดเผยข้อมูลใน
การทำงานตามหน้าที่ที่ได้รับมอบหมาย 

“ผู้ประมวลผลภายนอก” หมายถึง บุคคลหรือบริษัทฯ ภายนอก ที่ทำการเก็บรวบรวม ใช้ เปิดเผยข้อมูลตาม
คำสั่งหรือข้อตกลงกับบริษัทฯ 

“เจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคคล” (Data Protection Officer: DPO) หมายถึง ผู้ที่ได้รับมอบหมายให้มี
หน้าที่ให้คำแนะนำและตรวจสอบการดำเนินงาน ประสานงาน และให้ความร่วมมือกับสำนักงานคณะกรรมการคุ้มครอง
ข้อมูลส่วนบุคคล รวมถึงหน่วยงานอ่ืนที่เก่ียวข้อง   
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“คณะทำงานคุ้มครองข้อมูลส่วนบุคคล” หมายถึง ผู้ที่บริษัทฯ แต่งตั้งให้เป็นคณะทำงานเพื่อเก็บรวบรวม ใช้ 

เปิดเผยข้อมูลให้เป็นระบบเดียวกัน เพื่อให้มั่นใจว่าข้อมูลส่วนบุคคลจากทุกหน่วยงานได้รับการคุ้มครองตามนโยบายของ
บริษัทฯ และ/หรือตามที่กฎหมายกำหนด 

“ผู้เก็บ รวบรวม ใช้ รักษาข้อมูลส่วนบุคคล” หมายถึง พนักงานทุกคนที่นำข้อมูลส่วนบุคคลมาใช้งานตาม
หน้าที่ที่ตนเองเก่ียวข้อง 

“ลูกค้า” (Customer) หมายถึง บุคคลภายนอกที่มาซื้อสินค้า หรือ ใช้บริการของบริษัทฯ  
“คู่ค้า” (Supplier) หมายถึง บุคคลภายนอกที่ทำธุรกิจซื้อ ขายสินค้า หรือ บริการให้กับบริษัทฯ ทั้งในนาม

บุคคลหรือนิติบุคคล 
“ผู้มาติดต่องาน” (Visitor) หมายถึง ผู้ที่เข้ามาติดต่องานใดๆ ในธุรกิจของบริษัทฯ  
“พนักงาน” (Employee) หมายถึง ผู้ที่บริษัทฯ ว่าจ้างเข้าทำงานประจำหรือชั่วคราวในธุรกิจของบริษัทฯ   
* หมายเหตุ เพื่อความสะดวกในการเรียกชื่อเจ้าของข้อมูล ในเอกสารนี้จะเรียก “ลูกค้า คู่ค้า ผู้มาติดต่องาน 

พนักงาน” ว่า “เจ้าของข้อมูล” 

4.  ข้อมูลที่ได้รับการคุ้มครอง  
4.1  ข้อมูลของลูกค้า คู่ค้า หรือ ผู้มาติดต่องาน ที่ได้รับการคุ้มครองให้เป็นไปตามรายการและวัตถุประสงค์ทีผู่้

ประมวลผล และคณะทำงานคุ้มครองข้อมูลส่วนบุคคลกำหนดและได้รบัอนุมัติจากประธานเจ้าหน้าที่บริหาร  
4.2 ข้อมูลของพนักงาน ที่ได้รบัการคุ้มครองให้เป็นไปตามรายการและวัตถุประสงค์ที่ผูป้ระมวลผลข้อมูลส่วนบุคคล

ของพนักงานกำหนดและได้รับอนุมัติจากประธานเจ้าหนา้ที่บริหาร  

5. การเก็บรวบรวม การใช้ การเปิดเผย การคุ้มครองข้อมูลส่วนบุคคล  
5.1 บริษัทฯ จะขอเก็บข้อมูลส่วนบุคคลใดๆ เฉพาะที่จำเป็นในการบริหารงาน หรือ เพื่อประโยชน์ในการทำงาน

ร่วมกัน หรือ ตามที่กฎหมายกำหนดและจะขอจากเจ้าของข้อมูลโดยตรง 
5.2 บริษัทฯ จะแจ้งวัตถุประสงค์การขอข้อมูล การใช้ และการเก็บรักษาให้เจ้าของข้อมูลทราบโดยชัดแจ้ง และได้รับ

ความยินยอมจากเจ้าของข้อมูลตั้งแต่แรก เว้นแต่เป็นข้อมูลส่วนบุคคลที่ได้รับข้อยกเว้นไม่ต้องขอความยินยอม
ตามที่พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 กำหนดไว้ 

5.3 บริษัทฯ จะใช้ข้อมูลตามวัตถุประสงค์ที่ได้รับการยินยอม โดยสุจริต เป็นความลับ จะไม่นำไปหาประโยชน์เกิน
จากความยินยอม และไม่ทำให้เจ้าของข้อมูลเสียหาย 

5.4 รายการข้อมูลที่บริษัทฯ ร้องขอจากเจ้าของข้อมูล บริษัทฯ จะคุ้มครองตามนโยบายนี้อย่างเคร่งครัดและเสมือน
หนึ่งเป็นข้อมูลหรือทรัพย์สินของบริษัทฯ เอง 

5.5 สถานที่เก็บและวิธการคุ้มครองข้อมูล 
5.5.1 การเก็บเป็นเอกสาร ตู้เก็บเอกสารจะจัดให้มีกุญแจเปิด – ปิด เฉพาะบุคคลที่เกี่ยวข้องเท่านั้น 
5.5.2 การเก็บข้อมูลในคอมพิวเตอร์ หรือ ระบบสารสนเทศ บริษัทจะจัดให้มีรหัส (Password) เฉพาะบุคคลที่

เก็บรักษาเท่านั้น 
5.5.3 หากข้อมูลใดเก็บไว้ในคอมพิวเตอร์ครบถ้วน ถูกต้อง ตรงตามเอกสารสามารถตรวจสอบได้แล้ว อาจ

ทำลายเอกสารนั้นกไ็ด้ เพื่อไม่ให้เป็นภาระในการจัดเก็บ 
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5.6 ระยะเวลาในการเก็บ 

5.6.1 เอกสารที่ไม่มีการทำธุรกรรมต่อกัน เช่น ใบสมัครงานทีไ่ม่รับเข้าทำงาน ใบเสนอราคา ข้อเสนอที่ไม่ได้มี
การซื้อขายหรือไม่ได้มีการติดต่อทางธุรกิจกันจะเก็บเอกสารไวไ้ม่เกิน 1 ป ี

5.6.2 เอกสารที่ใช้ในการทำงาน ทำธรุกิจร่วมกัน เช่น ข้อมูลของพนักงานที่จ้างทำงาน ข้อมูลของลูกค้าที่ทำ
ธุรกิจร่วมกัน จะเก็บไว้ตลอดเวลาที่ทำงาน และหลังจากสิ้นสุดการทำงานแล้วไม่น้อยกว่า 10 ปี  

5.7 การเปลี่ยนแปลง การลบ และการทำลายข้อมูลที่เก็บรวบรวมไว้ บริษัทฯ จะจัดให้มีการทบทวนอนุมัติจากผู้
ควบคุมข้อมูลก่อน ตามเอกสารการมอบอำนาจอนุมัติให้ทำลายเอกสาร  

5.8 การส่งข้อมูลไปประมวลผลภายนอก หรือ การส่งให้หน่วยงานภายนอกจัดทำข้อมูลให้ เช่น สำนักงานตรวจสอบ
บัญชี ผู้รบัจ้างทำการวิเคราะห์การตลาด การสง่ข้อมูลค่าจ้างไปให้ผู้รับจา้งภายนอก การส่งข้อมูลให้ที่ปรึกษา
ภายนอก หรือการส่งข้อมูลไปต่างประเทศ (ถ้ามี) บริษัทฯ จะกำกับ ควบคุมให้หน่วยงานภายนอก หรือ 
ต่างประเทศนั้นมีการคุ้มครองทีป่ลอดภัย เหมาะสม เพียงพอ เพื่อให้มั่นใจว่ามีการใช้หรือการคุ้มครองเป็นไปตาม
นโยบายนี้และถูกต้องตามที่กฎหมายกำหนด 

5.9 การเปลี่ยนแปลง เพิ่มเติม ลบ ทำลายข้อมูลจะบันทึกไว้เพื่อตรวจสอบได้ง่ายและเชื่อถือได้  
 

6. หน้าที่และความรับผิดชอบของผู้เกี่ยวข้องกับการคุ้มครองข้อมูลส่วนบุคคล  
6.1 ประธานเจ้าหน้าที่บริหาร มีหน้าที่ดังต่อไปนี้  

6.1.1 แต่งตั้งผู้แทนฝ่ายบริหาร หรือ ผู้ได้รับมอบอำนาจ หรือ ผู้ได้รับมอบหมาย ในระบบการ   คุม้ครองข้อมูล
ส่วนบุคคล  

6.1.2 แต่งตั้งผู้ประมวลผลข้อมูลส่วนบุคคล เจ้าหน้าที่คุ้มครองข้อมูลส่วนบุคคล เพื่อให้สอดคล้องกับนโยบาย
และกฎหมายที่กำหนด 

6.1.3 แต่งตั้งคณะทำงานคุ้มครองข้อมูลส่วนบุคคลของลูกค้า คู่ค้า หรือผู้มาติดต่องาน ประกอบดว้ยผู้จัดการ
ฝ่าย/หัวหนา้หน่วยงานทุกหน่วยงาน เพื่อร่วมกันกำหนดข้อมูลที่จะเก็บรวบรวม ใช้ รักษาข้อมลู 
ตรวจสอบการใช้ข้อมูลส่วนบุคคลให้ครบ เป็นระบบเดียวกันและสอดคล้องกับตามกฎหมาย 

6.1.4 เป็นผู้ทบทวนและอนุมัติการใช้การคุ้มครองข้อมูลส่วนบุคคลในส่วนที่เกินจากอำนาจของผู้ประมวลผล
ข้อมูล หรือ การส่งข้อมูลไปให้หน่วยงานภายนอก หรือ ต่างประเทศที่เก่ียวข้อง 

6.1.5 จัดให้มกีารประชุมทบทวนระบบการคุ้มครองข้อมูลอย่างน้อยปลีะ 1 คร้ัง เพื่อให้มั่นใจว่าการคุ้มครอง
เป็นไปตามนโยบายนี้ หรือ ตามกฎหมายกำหนด 

6.1.6 หากพบว่า มีการฝ่าฝืนมาตรการรักษาความปลอดภัยของบริษทัฯ จนเป็นเหตุให้มีการละเมิดข้อมูลส่วน
บุคคล หรือข้อมูลส่วนบุคคลรั่วไหลสู่สาธารณะและมีความเสี่ยงสูงที่จะมีผลกระทบต่อสิทธแิละเสรีภาพ
ของบุคคล จะต้องดำเนินการแจ้งแก่คณะกรรมการคุ้มครองข้อมูลส่วนบุคคลภายใน 72 ชั่วโมง และแจง้
แก่เจ้าของข้อมูลให้ทราบโดยเร็ว 

6.2 ผู้แทนฝ่ายบริหาร เลขานุการบริษัท มีหน้าที่ดังต่อไปนี้  
6.2.1. เป็นผู้แทนฝ่ายบริหารในระบบคุ้มครองข้อมูลส่วนบุคคล มีหน้าที่บริหารจัดการระบบการคุ้มครองข้อมูล

ส่วนบุคคลให้เป็นไปตามนโยบายและสอดคล้องกับพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 
6.2.2. ร่วมกับผู้ประมวลผลข้อมูลสว่นบุคคล คณะทำงานคุ้มครองข้อมูลส่วนบุคคล เปน็เจ้าหนา้ที่คุ้มครองข้อมูล

ส่วนบุคคลจัดทำรายละเอียดเก่ียวกับข้อมูลส่วนบุคคลที่จะเก็บ รวบรวม ใช้ รักษาตามความจำเป็น พร้อม
เหตุผลความจำเปน็ในการใช้รายงานให้ประธานเจา้หน้าที่บริหาร พิจารณาทบทวนอนุมัต ิ

6.2.3. เป็นผู้พิจารณาอนุมัติการเก็บรวบรวม ใช้ รักษาข้อมูลส่วนบุคคลที่ต้องคุ้มครองพิเศษ (ตามมาตรา 26) 
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6.2.4. เป็นผู้พิจารณาอนุมัติการออกเอกสารรับรองข้อมูลตามที่เจ้าของข้อมูลร้องขอเพื่อประโยชน์ต่อเจ้าของ

ข้อมูล 
6.2.5. ให้คำปรึกษา แนะนำผู้จดัการ พนักงานแต่ละหนว่ยงานให้ใช้ข้อมูลด้วยความระมัด ระวัง เปน็ความลับ ไม่

ล่วงละเมิดข้อมูลส่วนบุคคลเกินกว่าที่เจ้าของข้อมูลยินยอม 
6.2.6. หากพบเหตุผิดปกติในการเก็บรวบรวม ใช้ รักษาข้อมูลผิดไปจากนโยบายหรือผิดไปจากที่กฎหมายกำหนด 

ให้ระงับ ยับยั้งเหตุผิดปกตินั้นทันที และรายงานให้ประธานเจ้าหน้าที่บริหาร ทราบเพื่อแก้ไข ป้องกันได้
ทันเหตุการณ์ 

6.2.7. บันทึก จัดทำรายงานการเก็บรวบรวม ใช้ รักษาข้อมูลส่วนบุคคลพร้อมรับการตรวจสอบและ/หรือส่งให้
หน่วยงานที่กฎหมายกำหนด 

6.2.8. มีการทบทวน ตรวจสอบระบบการคุ้มครองข้อมูลส่วนบุคคลอย่างน้อยปีละ 1 คร้ัง เพื่อให้มั่นใจว่าการ
คุ้มครองข้อมูลส่วนบุคคลตรงตามนโยบาย หรือ กฎหมายกำหนด รายงานให้ประธานเจ้าหน้าทีบ่ริหาร
ทราบ 

6.3 ผู้บังคับบัญชาของทุกหน่วยงาน มีหน้าที่ดังต่อไปนี้  
6.3.1 เป็นคณะทำงานคุ้มครองข้อมูลส่วนบุคคล จัดทำรายการข้อมูล การขอ การเก็บรวบรวม ใช้ รักษาข้อมูล 

การตรวจสอบและการคุ้มครองข้อมูลส่วนบุคคลให้สอดคล้องกับนโยบาย และตามที่กฎหมายกำหนด 
6.3.2 รวบรวมข้อมูลส่วนบุคคล ที่หน่วยงานของตนติดต่องานด้วย ส่งให้ประธานเจา้หน้าที่บริหารทบทวน / 

อนุมัติ  
6.3.3 กำกับ ตรวจสอบ ให้พนักงานในหน่วยงานเก็บรวบรวม ใช้ รักษาข้อมูลส่วนบุคคลที่หน่วยงานตนเอง

เก่ียวข้องให้เป็นไปตามนโยบายนี้ และตามที่กฎหมายกำหนด 
6.3.4 อนุมัติให้มีการเพิ่มเติม เปลี่ยนแปลง ข้อมูลส่วนบุคคลตามที่ได้รับมอบอำนาจ 
6.3.5 สื่อสาร ประสานงานกับเจ้าของข้อมูลให้เข้าใจนโยบายและกฎหมายนี้ และแจ้งการเปลี่ยนแปลงที่เกิดขึ้น

อันอาจส่งผลกระทบต่อเจ้าของข้อมูล เพื่อร่วมกันป้องกัน แก้ไขให้ทันเหตุการณ์ 
6.3.6 หากพบเหตุผิดปกติให้ระงับ ยับยั้งทันทีและแจ้งผู้แทนฝ่ายบริหาร หรือ ประธานเจ้าหน้าที่บริหาร ทราบ

เพื่อป้องกัน แก้ไขได้ทันเหตุการณ์ 
6.3.7 ร่วมกันทบทวน การเก็บรวบรวม การใช้ การรักษาข้อมูลส่วนบุคคลอย่างน้อยปีละ 1 คร้ัง เพื่อให้มั่นใจว่า

การคุ้มครองเป็นไปตามนโยบายนี้หรือตามกฎหมายกำหนดและเป็นปัจจุบนั รายงานให้ประธานเจ้าหน้าที่
บริหารทราบ 

6.4 พนักงานที่เกี่ยวข้องกับลูกค้า คู่ค้า หรือผู้มาติดต่องาน มีหน้าที่ดังต่อไปนี้  
6.4.1 เก็บรวบรวม ใช้ รักษาข้อมูลของเจ้าของข้อมูลตามวัตถุประสงค์ ตามหน้าที่โดยสุจริต ตามที่ได้รับ

มอบหมาย 
6.4.2 ไม่ใช้ข้อมูลเกินจากที่เจ้าของข้อมูลยินยอมไว้แต่แรก ไม่นำไปหาประโยชน์ส่วนตน ไม่ทำให้เจ้าของข้อมูล

เสียหาย 
6.4.3 หากจะเปลี่ยนแปลง แก้ไขข้อมูลที่คุ้มครองไว้ ต้องได้รับการทบทวน / อนุมัติจากผูจ้ัดการต้นสังกัด หรือ

ประธานเจ้าหนา้ที่บริหาร ตามลำดับการมอบอำนาจ หา้มไม่ให้แก้ไข เปลี่ยนแปลงโดยพลการ 
6.4.4 หากพบเหตุการณ์ผิดปกติในการใช้ การคุ้มครองข้อมูลให้ระงับ ยับยัง้ทันทีและแจง้ให้ผู้จัดการต้นสังกดั 

หรือประธานเจ้าหนา้ที่บริหาร ทราบโดยเร็ว 
6.4.5 บันทึกการใช้ การเปลี่ยนแปลงข้อมูลไว้เพื่อการตรวจสอบ 
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6.5 เจ้าหน้าที่ฝ่ายเทคโลโลยีสารสนเทศ (IT)  มีหน้าที่ดังต่อไปนี้  

6.5.1 เป็นผู้ประมวลผลข้อมูลส่วนบุคคลของลูกค้า คู่ค้า ผู้มาติดต่องาน 
6.5.2 ร่วมกับคณะทำงาน ดำเนินการหรือให้คำแนะนำวิธีการเก็บข้อมูลส่วนบุคคลทั้งข้อมูลของลูกค้า คู่ค้า ผู้มา

ติดต่องาน หรือ ข้อมูลของพนักงาน ลงในระบบสารสนเทศอย่างเป็นความลบั ให้มั่นใจว่าข้อมูลอยู่ครบ ไม่
ถูกลบ ไม่ถูกละมิด ไม่ถูกทำลาย สามารถตรวจสอบชื่อบุคคล วัน เวลา ที่มีการใช้ได้ทันเหตุการณ์ 

6.5.3 มอบหมายหมายและกำกับ ตรวจสอบ ให้เจ้าหน้าที่ฝ่ายเทคโลโลยีสารสนเทศ ( IT) กำหนดรหัสผ่านหรือ 
รหัสลับเฉพาะ เช่น Bar Code / Finger Scan เป็นต้น  รวมถึงช่วยเหลือผู้ควบคุมข้อมูลส่วนบุคคล 
คณะทำงานและ/หรือ พนักงานที่เกี่ยวข้องในการเก็บ ใช้ การประมวลผลข้อมูลส่วนบุคคล ลงในระบบ
สารสนเทศ อย่างเป็นความลับ 

6.5.4 กำหนดรหัสผ่านให้ผู้ที่ใช้คอมพิวเตอร์ หรือ สื่ออิเล็กทรอนิกส์อื่น ที่เกี่ยวกับการคุ้มครองข้อมูลส่วนบุคคล
เฉพาะคนอย่างเป็นความลับ  

6.5.5 บันทึก ตรวจสอบ การใช้ข้อมูลส่วนบุคคลประจำวัน 
6.5.6 ให้คำแนะนำ ช่วยเหลือผู้แทนฝ่ายบริหาร ผู้ประมวลผลข้อมูลส่วนบุคคล และพนักงานที่เก่ียวข้องทุกคน 

เก็บ ใช้ รักษาข้อมูลให้ตรงตามนโยบายและกฎหมายที่กำหนด 
6.5.7 หากพบเหตุผิดปกติในการเก็บรกัษา การใช้ข้อมูลผิดไปจากนโยบายหรือผิดไปจากที่กฎหมายกําหนดให้

ระงับยับยั้งเหตุผิดปกตนิั้นทนัท ี และรายงานผู้จัดการต้นสังกัดทราบทนัที เพื่อแก้ไข ปอ้งกันได้ทัน
เหตุการณ์ 

6.6 หัวหน้าแผนกทรัพยากรบุคคล มีหน้าที่ดังต่อไปนี้  
6.6.1 เป็นผู้ประมวลผลข้อมูลส่วนบุคคลของพนักงาน ตามพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 

ภายในขอบเขตและตามความจำเป็นในการบริหารงานบุคคล  
6.6.2 กำหนดรายการ วัตถุประสงค์ วิธีการขอข้อมูลให้พนักงานทราบและยินยอมแต่แรกจ้างหรือขอเพิ่ม

ระหว่างการทำงาน   
6.6.3 กำหนดผู้เก็บ ใช้ ผู้รักษาข้อมูลในงานบุคคล รายละเอียดตามหนังสือมอบหมายงานพนักงานฝ่ายบุคคล   
6.6.4 ควบคุม กำกับการส่งเอกสารไปให้หน่วยงานราชการหรือหน่วยงานภายนอก เช่น ส่งเงินสมทบ

ประกันสังคม ส่งรายการหักภาษี ณ ที่จ่ายให้สรรพากร ส่งเอกสารพนักงานให้กระทรวงแรงงาน ส่งเงิน
พนักงานให้กรมบังคับคดี หรือ ให้หน่วยงานอ่ืนตามที่กฎหมายกำหนด 

6.6.5 เป็นผู้ควบคุมการเก็บ การใช้ข้อมูลส่วนบุคคลอ่อนไหวที่ต้องคุ้มครองพิเศษ เช่น ข้อมูลด้านสุขภาพการ
เจ็บป่วยของพนักงาน  ประวัติอาชญากรรม  ลัทธิความเชื่อทางศาสนา หรือข้อมูลอ่ืนๆ ตามที่กฎหมาย
กำหนด ไว้เป็นการเฉพาะ เพื่อให้มีการใช้เท่าที่จำเป็นและเป็นความลับรวมถึงได้รับความยินยอมจาก
เจ้าของข้อมูลโดยชัดแจ้ง   

6.6.6 เป็นผู้เก็บกุญแจสํารอง หรือ รับรู้ รหัสผ่าน เข้าระบบคอมพิวเตอร์ของผู้เก็บ ผู้ใช้ข้อมูล เพื่อใช้ในกรณี
เร่งด่วน ฉุกเฉิน 

6.6.7 เป็นผู้พิจารณาอนุมัติการเปลี่ยน การเพิ่มเติม การขอใช้ข้อมูลส่วนบุคคลของพนักงานที่จําเป็นในงานของ
บริษัทฯ หรือ ที่เป็นประโยชน์ต่อเจ้าของข้อมูล 

6.6.8 บันทึก จัดทำรายงานการคุ้มครองข้อมูลส่วนบุคคลของพนักงานไว้เพื่อการตรวจสอบหรือส่งให้หน่วยงาน
ราชการที่เกี่ยวข้อง 

6.6.9 ทบทวน ตรวจสอบ และสรุปการคุ้มครองข้อมูลส่วนบุคคลของพนักงานให้ประธานเจ้าหน้าที่บริหาร
พิจารณาอย่างน้อยปีละ 1 ครั้ง เพื่อให้มั่นใจว่าข้อมูลส่วนบุคคลของพนักงานได้รับการเก็บรักษา ใช้ตรง
ตามนโยบาย หรือ กฎหมายกําหนด  
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6.6.10 หากพบเหตุผิดปกติในการเก็บรักษา การใช้ข้อมูลผิดไปจากนโยบายหรือผิดไปจากที่กฎหมายกําหนดให้

ระงับยับยั้งเหตุผิดปกตินั้นทันที และรายงานผู้จัดการต้นสังกัดทราบทันที เพื่อแก้ไข ป้องกันได้ทัน
เหตุการณ์  

6.6.11 เป็นประมวลผลข้อมูล ใช้ เก็บรักษาข้อมูลส่วนบุคคลที่เกี่ยวกับค่าจ้าง สวัสดิการ ประกันสังคม ภาษีเงินได้
ของพนักงานแต่ละคน  

6.6.12 เป็นผู้มีสิทธิขอเอกสารข้อมูลส่วนบุคคลเพิ่มเติม เพื่อคํานวณภาษีประจําปี หรือ เพื่อจัดสวัสดิการเพิ่มเติม
ระหว่างปี  

6.6.13 เป็นผู้ออกหนังสือรับรองค่าจ้าง หรือ ข้อมูลอื่นที่เจ้าของข้อมูลร้องขอ  
6.6.14 เก็บรักษาข้อมูลเกี่ยวกับค่าจ้างไว้ตลอดเวลาตามที่สรรพากรกําหนด  
6.6.15 บันทึกการใช้ การเปลี่ยนแปลง การเก็บ และการรักษาข้อมูลไว้เพื่อการตรวจสอบเพื่อให้มั่นใจว่าปฏิบัติ

ถูกต้องตามนโยบายนี้  
6.7 พนักงานที่ทำหน้าที่รับสมัครพนักงาน มีหน้าที่ดังต่อไปนี้  

6.7.1 เป็นผู้เก็บ ประมวลผลข้อมูล บันทึก รักษา และใช้ข้อมูลส่วนบุคคลที่เกี่ยวกับการสมัครงาน 
6.7.2 เก็บประวัติของผู้สมัครงาน ที่รับเข้าทํางาน โดยให้เก็บไว้ตลอดเวลาและไม่น้อยกว่า 10 ปีหลังจากที่พ้น

สภาพการเป็นพนักงาน หรือจนกว่าคดีจะสิ้นสุด (ถ้ามี)  
6.7.3 ข้อมูลของผู้สมัครงานที่ไม่รับเข้าทํางาน ให้เก็บรักษาไม่น้อยกว่า 6 เดือน  
6.7.4 วิธีการทำลายข้อมูลให้ใช้วิธีย่อย หรือ เผาทำลาย หรือ วิธีการอ่ืนที่มั่นใจว่าไม่มีบุคคลอื่นล่วงรู้ในข้อมูลนั้น  
6.7.5 เก็บกุญแจ หรือ รหัสผ่าน ที่เก่ียวข้องกับการเก็บข้อมูล  
6.7.6 บันทึกการใช้ การเปลี่ยนแปลง การเก็บ และการรักษาข้อมูลไว้เพื่อการตรวจสอบเพื่อให้มั่นใจว่าปฏิบัติ

ถูกต้องตามนโยบายนี้  

6.8 พนักงานที่ทำหน้าที่เกี่ยวกับความปลอดภัยในการทำงาน มีหน้าที่ดังต่อไปนี้  
6.8.1 เก็บข้อมูลการเจ็บป่วยของพนักงานไว้เป็นความลับ  
6.8.2 ประสานงานกับแพทย์หรือหน่วยงานที่เก่ียวข้องเพื่อการรักษาหรือทําตามกฎหมายกําหนด  

7. สิทธิการเข้าถึงข้อมูลของเจ้าของข้อมูลส่วนบุคคล  
7.1 สิทธิในการเข้าถึงข้อมูลส่วนบุคคล (right of access) เจ้าของข้อมูลมีสิทธิในการขอเข้าถึงและขอให้บริษัทฯ 

ทำสำเนาข้อมูลส่วนบุคคลดังกล่าวให้กับเจ้าของข้อมูลได้ รวมถึงขอให้เปิดเผยถึงการได้มาซึ่งข้อมูลส่วนบุคคลที่
เจ้าของข้อมูลไม่ได้ให้ความยินยอมต่อบริษัทฯ ได้  

7.2 สิทธิในการโอนย้ายข้อมูลส่วนบุคคล (right to data portability) เจ้าของข้อมูลมีสิทธิในการขอ รับ ส่ง หรือ
โอนข้อมูลส่วนบุคคลที่ได้ให้ไว้กับบริษัทฯ ไปยังผู้ควบคุมข้อมูลส่วนบุคคลรายอ่ืน หรือเจ้าของข้อมูลเอง ด้วย
เหตุผลบางประการได้  

7.3 สิทธิในการคัดค้านการประมวลผลข้อมูลส่วนบุคคล (right to object) เจ้าของข้อมูลมีสิทธิคัดค้านการ
ประมวลผลข้อมูลส่วนบุคคล ด้วยเหตุผลบางประการได้ 

7.4 สิทธิในการลบข้อมูลส่วนบุคคล (right to erasure) เจ้าของข้อมูลมีสิทธิในการขอให้บริษัทฯ  ดำเนินการลบ 
หรือ ทำลาย ด้วยเหตุผลบางประการได้  

7.5 สิทธิในการระงับการใช้ข้อมูลส่วนบุคคล (right to restriction of processing) เจ้าของข้อมูลมีสิทธิระงับ
การใช้ข้อมูลส่วนบุคคล ด้วยเหตุผลบางประการได้  
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7.6 สิทธิในการแก้ไขข้อมูลส่วนบุคคลให้ถูกต้อง (right to rectification) เจ้าของข้อมูลสิทธิในการขอให้บริษัทฯ 

แก้ไขข้อมูลส่วนบุคคลที่ไม่ถูกต้อง หรือเพิ่มเติมข้อมูลส่วนบุคคลที่ไม่สมบูรณ์ได้ 
7.7 สิทธิในการเพิกถอนความยินยอม (right to withdraw consent) เจ้าของข้อมูลส่วนบุคคลมีสิทธิเพิกถอน

ความยินยอมในการประมวลผลข้อมูลส่วนบุคคลที่ได้ให้ความยินยอมได้ตลอดระยะเวลาที่ข้อมูลส่วนบุคคลของ
ตนอยู่กับบริษัทฯ  

การร้องขอสิทธิตามรายการข้างต้นนัน้ เจ้าของข้อมูลจะต้องกระทำการยื่นคำร้องขอในเร่ืองต่างๆ เป็นลาย
ลักษณ์อักษรตามหลักเกณฑ์และวิธีการที่บริษทัฯ กำหนด และเมื่อได้รับคำร้องแล้วบริษัทฯ จะดำเนินการบันทึกคำร้อง
ต่างๆ ไว้เปน็หลักฐาน ทั้งนี้ บริษัทฯ จะดำเนนิการภายในระยะเวลาที่สมเหตุสมผลแต่ไม่เกินระยะเวลาตามที่กฎหมาย
กำหนด  

ทั้งนี้ ข้อจำกัดในการให้บริการ หรือ ประมวลผลข้อมูลสว่นบุคคลด้านตา่งๆ ในกรณีที่เจ้าของข้อมูลขอให้บริษัท
ฯ ลบ ทำลาย ระงับ คัดค้าน ขอให้โอน หรือ ทำให้ข้อมูลไม่สามารถระบตุัวตนได้ หรือถอนความยินยอม อาจทำให้เกิด
ข้อจำกัดกับบริษัทฯ ในการทำธรุกรรม หรือ การให้บริการกับเจ้าของข้อมูลในบางกรณไีด้ ทั้งนี้ ภายใต้ข้อกำหนด เงื่อนไข
ของการยินยอมด้านตา่งๆ และตามที่กฎหมายกำหนด  

อย่างไรก็ตาม บริษัทฯ จะปฏิบัติตามที่กฎหมายเก่ียวกับการคุ้มครองข้อมูลส่วนบุคคลกำหนดไว้ เว้นแต่เป็นการ
ขัด หรือ แย้งกับบทบัญญัติแห่งกฎหมาย หรือ กระทบต่อความมั่นคงแห่งราชอาณาจักร หรือกระทบต่อเศรษฐกิจ และการ
พานิชย์ของประเทศ หรือมีผลต่อการสืบสวนของพนักงานเจ้าหน้าที่ตามกฎหมาย หรือ การพิจารณาพิพากษาคดีของศาล 
หรือ กระทบต่อสิทธิและเสรีภาพของบุคคลอื่น  

8. บทกำหนดโทษ    
เมื่อผู้มีหน้าที่รับผิดชอบในการดำเนินงานเร่ืองใดเร่ืองหนึ่งตามหน้าที่ของตน หากละเลย หรือ ละเว้นไมส่ั่งการ 

หรือไม่ดำเนินการ หรือดำเนนิการอย่างใดอย่างหนึง่ในหนา้ที่ของตน อันเป็นการฝ่าฝืนนโยบายและแนวปฏิบัติเก่ียวกับ
เร่ืองการคุ้มครองข้อมูลส่วนบุคคลจนเป็นเหตุให้เกิดผิดตามกฎหมาย และ/หรือ ความเสียหายขึ้น ผู้นัน้จะได้รับโทษ 
ดังต่อไปนี ้

8.1 ผู้ใดทำการใช้ เปิดเผย ละเมิดข้อมูลส่วนบุคคลของผู้อ่ืน หรือนำไปใชป้ระโยชนส์่วนตวัโดยไมไ่ด้รับอนุมัติจากผู้
ควบคุมข้อมูลส่วนบุคคล หรือจากเจ้าของข้อมูลส่วนบุคคล บรษิัทฯ ถือว่าผูน้ั้นทุจริตต่อหน้าที ่จงใจทำให้บริษัทฯ 
ได้รับความเสียหาย ละเมิดสทิธสิ่วนบุคคลทำให้บุคคลอื่นเสยีหาย ถือเป็นความผิดรา้ยแรง อาจลงโทษถึงขั้นเลิก
จ้างโดยไม่จา่ยค่าชดเชยใดๆ  

8.2 ผู้ใดที่บริษัทฯ มอบหมายให้มีหน้าที่ควบคุมข้อมูล เก็บรักษา ประมวลผล ใช้ข้อมูล ถือเป็นพนักงานเจ้าหน้าที ่
หากกระทำความผิดเสยีเองจะถูกพิจารณาลงโทษในอัตราสูงกวา่พนักงานทั่วไป  

8.3 ผู้ใดที่ไม่นำสง่ข้อมูลส่วนบุคคลที่บริษัทฯ ร้องขอหรือให้ข้อมูลเท็จ ถือว่าเป็นการทุจริตต่อหนา้ที่จงใจทำให้บริษัท 
ได้รับความเสียหาย บริษัทฯ จะลงโทษทางวินัยหรืออาจลงโทษถึงขั้นเลิกจา้งโดยไม่จา่ยคา่ชดเชยใดๆ ตาม
เห็นสมควร  

8.4 ผู้ใดละเมิด ไมป่ฏิบัติตามนโยบายและแนวทางปฏิบัติในการคุ้มครองข้อมูลส่วนบุคคลนี้ หากเกิดความเสียหาย
ใดๆ ผู้นัน้จะต้องชดใช้ความเสยีหายด้วยตนเองเต็มจำนวนตามที่กฎหมายกำหนด ทั้งนี้ หากความผิดดงักล่าว
ก่อให้เกิดความเสียหายแก่บริษัทฯ และ/หรือบุคคลอื่นใด บริษัทฯ อาจพิจารณาดำเนินคดีตามกฏหมายเพิ่มเติม
ต่อไป  
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9. การทบทวนนโยบายการคุ้มครองข้อมูลส่วนบุคคล  

บริษัทจะทำการพิจารณาทบทวนนโยบายและระเบียบปฏิบัติการคุ้มครองข้อมูลส่วนบุคคลอย่างน้อยปีละ 1 
ครั้ง หรือกรณีที่กฎหมายมีการเปลี่ยนแปลงแก้ไข เพื่อให้สอดคล้องกับแนวปฏิบัติ ข้อบังคับ และกฎหมายอ่ืนที่เกี่ยวข้อง 
รวมทั้ง เป็นไปตามข้อบังคับและกฎหมายอ่ืนๆ ที่เกี่ยวข้อง นอกจากนี้ การปรับปรุงนโยบายและระเบียบปฏิบัติการ
คุ้มครองข้อมูลส่วนบุคคลต้องได้รับการพิจารณาอนุมัติจากคณะกรรมการบริษัทและมีการสื่อสารนโยบายที่ได้รับการ
ปรับปรุงดังกล่าวให้ทราบโดยทั่วกัน 

10. บทลงโทษ 
กรรมการ ผู้บริหาร และพนักงานที่ฝ่าฝืนการปฏิบัติตามนโยบายฉบับนี้จะถูกลงโทษทางวินัยตามกฎข้อบังคับ

ของบริษัท และอาจมีความผิด ตามกฎหมาย หรือข้อกำหนดอ่ืนๆ ที่เกี่ยวข้อง ซึ่งเริ่มตั้งแต่การตักเตือนเป็นหนังสือ ตัด
ค่าจ้าง พักงานชั่วคราวโดยไม่รับค่าจ้าง หรือให้ออกจากงาน ซึ่งการลงโทษจะพิจารณาจากเจตนาของการกระทำและความ
ร้ายแรงของความผิดนั้นๆ 

11. ช่องทางการติดต่อ  
หากต้องการสอบถามข้อมูลเพิ่มเติมหรือมีเหตุร้องเรียนเก่ียวกับข้อมูลส่วนบุคคล สามารถติดต่อได้ที่เจ้าหน้าที่

คุ้มครองข้อมูลส่วนบุคคล สำนกังานประธานเจ้าหนา้ที่บริหาร (เลขานุการบริษัท) บริษัท บ ี จิสติกส์ จำกัด (มหาชน) 
(สำนักงานใหญ่) เลขที่ 52 อาคารธนิยะ พลาซ่า ชั้นที่ 28 ถนนสีลม แขวงสุริยวงศ์ เขตบางรัก กรุงเทพมหานคร 10500 
เบอร์โทรศัพท์ 02-096-4999 ต่อ 3 อีเมล : yuppadee.ko@begistics.co.th 

12. ภาคผนวก ก: เอกสารที่เกี่ยวข้อง  
  

 ทั้งนี้ ให้มีผลบังคับใช้ตั้งแต่วันที่ 28 กุมภาพันธ์ 2568  เป็นต้นไป  
 ประกาศ ณ วันที่ 1 มีนาคม 2568 

 
 
 
                                                                   พลตำรวจโท – สมคิด บุญถนอม -- 
             ( สมคิด บุญถนอม ) 
            ประธานคณะกรรมการบริษัท 


